Solution

The integration of the ZeroNorth™ platform and Tenable.io offers a single point of management for application security. With this integration you can centrally configure, schedule and automate Tenable.io Web Application Scanning (WAS). The ZeroNorth orchestration platform then correlates, analyzes and reports on the findings via its analytics dashboard.

Value

The ZeroNorth integration for Tenable:

- Combines Tenable.io WAS and ZeroNorth into a single application security platform
- Increases application security coverage by including Tenable.io WAS scans as a part of fully orchestrated security scans for a DevSecOps process
- Enables SecOps and DevOps to use Tenable.io WAS in one workflow
- Provides a centralized view of your application security posture as well as risk

Features

With this integration, you can:

- Manage static and dynamic analysis scans from a single, easy-to-use administrative dashboard
- Correlate findings between Tenable.io WAS and other application security testing tools in use
- View results via the dashboard with built-in analytics
- Enable event-driven scanning (e.g. application deployment)
- View and compare scan history over time

Technology Components

- ZeroNorth platform
- Tenable.io Web Application Scanning

Solution Benefits

- Provides a fully integrated application security platform
- Enables full visibility into vulnerabilities for your entire application stack
- Provides assurance that applications are secure from code commit to application delivery
- Facilitates DevSecOps
ABOUT TENABLE
Tenable®, Inc. is the Cyber Exposure company. Over 27,000 organizations around the globe rely on Tenable to understand and reduce cyber risk. As the creator of Nessus®, Tenable extended its expertise in vulnerabilities to deliver the world’s first platform to see and secure any digital asset on any computing platform. Tenable customers include more than 50 percent of the Fortune 500, more than 25 percent of the Global 2000 and large government agencies. Learn more at www.tenable.com.

ABOUT ZERONORTH, INC
ZeroNorth is the security industry’s first provider of orchestrated risk management. Organizations that rely on software as a competitive advantage trust ZeroNorth to manage risks. ZeroNorth accelerates and scales proactive software and infrastructure risk management by continuously orchestrating the discovery and remediation of vulnerabilities. Its “mission-control” orchestration platform enables organizations to construct and manage an automated and consistent software security program. As a result, the platform directly provides board-level visibility into business risk, the assurance of better security, continuous proof of compliance and a more cost-effective risk management program.

Learn more at zeronorth.io

SOLUTION BRIEF

How It Works

Scenario #1
1. A security policy is created in ZeroNorth to perform scans. Scans can be scheduled or triggered
2. ZeroNorth invokes the scan
3. Tenable.io WAS scans the target app
4. Tenable.io WAS reports the findings
5. ZeroNorth stores the output and enriches the findings
6. User views results via ZeroNorth dashboards

Scenario #2
1. A security policy is created in ZeroNorth to ingest all asset and vulnerability data from Tenable.io. Policies can be scheduled or triggered
2. ZeroNorth requests the data via the export APIs
3. ZeroNorth stores the output and enriches the findings with customer’s asset-level metadata from a CMDB
4. User views results via ZeroNorth dashboards

Use ZeroNorth dashboards to view your scan results in one of many ways for a full view of your security posture

More Information

For support please contact: support@tenable.com
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